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Changes made in the latest revision

Outlined below are the main changes made in the version M5.1 5 (since the public information of version
M5.13 on 27 September 2022):

ﬂ Market Data Snapshot Full Refresh : new User field RetailCIFlag [21507] for Retail prices is added
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1 Introduction

1.1 Scope of this manual

This document contains the definition of the MEFF trading system interface provided by MEFF for developing external
applications. The interface is based on version 5.0 of the FIX Protocol standard (Financial Information exchange).
More detailed information  about the standard can be found in reference document 1 (see 1.5) or on the website
www.fixprotocol.org

The interface follows the FIX 5.0 specifications, as far as possible. In the majority of cases the structur e and semantics
of the messages are identical to the standard.

In some cases, the protocol has been extended to cover functions not considered by the standard. These extensions
are clearly detailed in the document.

In other cases, the standard is ambiguo us or indicates that the details should be mutually defined by the parties. In
these cases the manual provides a detailed description to avoid any possible ambiguity.

All annotations and adaptations of the standard have been done in accordance with the recommendations in the
standard.

To avoid possible duplication in the sources of information, this document does not include explanations of those
matters that comply ex actly with the standard. Therefore, the standard documentation should be considered as the
main source of information for any matter that is not explicitly covered in this manual.

This is a reference document for those Members and ISVs that wish to develo  p software that can process market
data using the HF MEFFGate server FIX interface.

1.2 Public information

The following table displays the public functions and their related messages.

Public function Related messages

Trading Session Status Request

Obtain session status
Trading Session Status

Security List Request

Security List

Obtain information on securities Security List Update Report

Security Status Request

Security Status

Market Data Request

Obtain information on prices Market Data Request Reject

Market Data i Snapshot / Full Refresh

Obtain information about RFQ Indication of Interest
Receive information from the Market Supervisor News
Sensitivity: C1Public T
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1.3 Structure of manual

The manual is divided into two parts. The first part, containing the first four chapters, gives a description of generic
features of this interface.

This first chapter describes the scope of the document, its structure and introduces the related documents

Chapter 2 Jdmplementation decisions presents those annotations or restricti
of the protocol defined in this manual.

Chapter 33 F4UX Sessionij describes those |laslpdongthesetailes Heacriptiah ofthe t he s
corresponding messages.

Chapter 43 Gener al conventions in application messagesij descri be
of the messages described in this manual.

Given the generic nature o fthe content, which affects all the messages, it is recommended to read chapters 2, 3 and
4 before considering other chapters.

The second part of the manual, containing the remainder of the chapters, describes the different functions
supported by HF MEFFGate. Each of these chapters deals with a specific function, describing specific matters of
interest.

Each of these chapters contains the following sections:
ﬂ Introduction . A brief description of the function covered in the chapter
ﬂ List of messages . List of the different messages implemented by the function
Message flow . Description of the different scenarios for message exchange that may arise, with the

corresponding message flow diagrams

T[ Annotations and adaptations of FIX 5.0 . Details the annotations an d adaptations that MEFF has made
to the standard protocol to meet its needs

Definition of messages . Contains a table for each message in the chapter, describing the message fields
in detail

Sensitivity: C1Public T
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1.4 Format of the message definition tables

As explained in the previous section, a table for each message is included in those chapters where it is necessary,
describing the component fields in detail.

These tables contain one field per row and have the following columns:

Column Meaning

Field number. The fields added to the message in this implementation have an asterisk

Tag (A*0) after the number
Name Name of field according to the FIX standard
Re AY0O indicates that the field is required;
q the field is required in this implementation, but it is optional in the FIX 5.0 standard
Accepted values for the field in the context of the message. It may be a list of values, or a
range of numeric values, e. g. f>=s3lsoinrdcated O
Valid values in this column.

To avoid confusions with the terms, the original FIX value description has been respected
in the values associated with codes.

Type of data in the field. It is one of the types defined by FIX, or one of these types with
Format some additional restriction. String(n) is a String type with a maximum of n characters, or in
some cases with exactly n characters. For more information on the String type, see 2.4

Description Description of the field in the context of the message

1.5 Related documents

# Title Author

Financial Information Exchange Protocol (FIX) 5.0 Service Pack 2 (9 December 2013)
EP98-222 enhancing FIX 5.0 SP2

2 HF MEFFGate i FIX Interface Specifications T5.0 MEFF

FIX Committee
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2 Implementation decisions

2.1 Description

This chapter presents the implementation decisions made by MEFF. Those aspects that the standard leaves open
and have been defined in this implementation are detailed here.

2.2 Fields ignored

In some cases, the content of certain fields of the entering messag es may be ignored by HF MEFFGate. When this is
the case, it is clearly stated in the field description.

2.3 Unsupported fields
The unsupported fields of a message are not included in its description.

Messages sent to HF MEFFGate should not contain unsupporte d fields. Messages sent by HF MEFFGate never contain
unsupported fields.

No required fields have been declared unsupported.
2.4 Length of String type

The FIX standard does not place any restriction on the maximum length of the String type. In this implementa tion
the maximum length is 255 characters.

In some fields, a shorter maximum length has been established. In these cases, the type is presented as String(n),
where 3nj is the maxi mum number of character s adfengthbf¢hef i el d
field, in which case it will be explicitly stated in the valid values column.

2.5 Maximum length of message
The maximum length of the messages sent or received by HF MEFFGate is 4096 bytes.
2.6 Encryption

HF MEFFGatedoes not use the encryption defined in the FIX standard (using the SecureData and SecureDatalLen
fields in the message header). The encryption is implemented through the use of SSL (  Secure Socket Layer).

2.7 ldentification of the HF MEFFGate FIX protocol

HF MEFFGate implements an additional function that allows both parties to agree on the HF MEFFGate FIX version
that they are going to use.

gt is important to distinguish between the version of the
MEFFGat e FUX MbAxt amolt h(ikd edition).

More than one version of the HF MEFFGate FIX protocol may exist for the same version of FIX.

If the version requested by the client program is not available in the HF MEFFGate server in use, it will return a Logout
Message with the corresponding explanatory message.

Sensitivity: C1Public —
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3 FIX Session

3.1 Introduction

The level of the FIX session guarantees the complete delivery of messages between both parties, without errors. HF
MEFFGate implements the majority of the functions of  the session level defined in the FIX 5.0 standard

3.2 FIX session and communication session

There are two types of session:

ﬂ Communication session . It begins when opening the socket (ip -address and port assigned to this
service). It ends when the socket is closed.

ﬂ FIX session . This begins when a request to start a session (Logon message) is accepted. It ends when the
communication is completed, preferably with the exchange of Logout messages This is a combination of
two -way messages identified by a sequence of consecutive numbers. A FIX session begins when the
sequence numbers of both parties are restarted with the value 1. There is no explicit way of ending a FIX
session; a session ends when a new one begins.

In addition to the two mentioned types of sessions, the trading session should also be considered. A trading session
in an environment begins each day when the HF MEFFGate server loads the trading system data and accepts
connections for said session.

The client program must beg in a new FIX session in every communication session.

Given that HF MEFFGate does not provide 24 -hour support for the service, the ResetSeqNumFlag field is not required
in the Logon message.

3.3 Identification of the FIX session

Once a communication session ha s been established, HF MEFFGate identifies the associated FIX session using four
fields in the Logon message sent by the initiator:

ﬂ SenderComplID
ﬂ SenderSublD
ﬂ TargetComplD

ﬂ TargetSublD
SenderComplID identifies the member and SenderSublD identifies the trader. TargetComplD together with
TargetSublD identify the environment.

No more than one FIX session can exist at a time with the same values for these four fields.

The SenderComplD, SenderSublID, TargetComplD and TargetSublID fields are present in all the FIX me ssages. All the
messages belonging to the same FIX session must have the same values in these fields. If a message is received with
values that do not correspond with those of the session, it will be rejected with a Reject message.

It should be noted that the values of these fields are inverted when the message is sent by HF MEFFGate, with respect
to those sent by the client. Suppose that trader 3001j of
Contract Group at MEFF. The messages will be those shown below:

Sensitivity: C1Public —
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Client message to HF MEFFGate: HF MEFFGate message to client:
o SenderCompdD = 3A 0 SenderComplD = Operating MIC
o Sender SubdD = 300 o Sender SubdbD = 3 M3
o0 TargetComplD = Operating MIC o TargetCompdD = JA
o TargetSubUD = 3 M3 o TargetSubUD = 300

The list of values for TargerComplD/SenderCompID used by BME is located in codification table 2.
The list of values for TargetSublD/SenderSubID used by BME is located in codification table 1.

3.4 Client software and FIX sessions

A HF MEFR3ate client is a software development that connects to MEFF through a HF MEFFGate server.

As noted in 3.3, a FIX session is limited to one user and one contract group. A client will be able to establish various
FIX sessions simultaneously to access more th an one contract group or trade in one contract group with various user
codes.

A HF MEFFGate server can provide service to various sessions simultaneously, be they of the same client or various
clients.

When a FIX client tries to connect with a contract g roup that is not available, his Logon message is answered with a
Logout message with the appropriate explanation.

3.5 Start of the FIX session

On initiating a new communication session (opening a new socket), the client must initiate a new FIX session. The
procedure to follow is described below.

T[ Start a new FIX session: The value to be used in the MsgSeqgNum field of the Logon message must be 1.

T[ It should be taken into account that any subscription to information is cancelled when the FIX session
ends. If this service is required when reinitiating a FIX session, it must be requested again.

3.6 Synchronisation at application level

When a client starts a FIX session (Logon message accepted), it receives a series of information related with the
current Segment s ession.

To synchronise at the application level, the client may use the tags ApplID [1180] + ApplSeqNum [1181]. Value 0 in
ApplID [1180] and ApplSegNum [1181] means updates from the beginning of the business session. If this field is not
specified, then t he classical behaviour is assumed (snapshot of the current situation and updates from this time).

It is recommended the use of the user defined tag MoreSubscriptionsFollowing [21500],
(Mor eSubscriptionsFol | own thg sufs@iftiGnOr€qliest.= This ¥wapy allows to group market
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information subscription requests (Trading Session Status Request, Security List Request, Security Status Request
and Market Data Request) and to establish the moment in which the HF MEFFGate will begin to treat those reque sts.
It can be combined with the reception of public information from a particular point in session to handle connections

after a disconnection. Messages will be sent in the same order in which they were generated during the session; this
implies that iti s possible to receive Market Data Snapshot Full Refresh while receiving Security List Update Report

When this tag is used, Mor eSubscriptionsFollowing [21500] -
requests pending and will not processt hem until a subscription request with MoreSubscriptionsFollowing [21500] =

3 N, is received. HF MEFFGate wild.l assume that from this
received and therefore any subsequent request will be rejected. Below is an example of how the tag
MoreSubscriptionsFollowing [21500] is used.

4f this tag is not used (or MoreSubscriptionsFollowing [21
be maintained, i.e. an immediate reply to each subscription reque  st.

Below there is a message flow using the tag MoreSubscriptionsFollowing [21500]:

HF MEFFGate Server HF MEFFGate Server

Trading Session St

\j

MoreSubscriptionsFollowing [21500] = Y )
HF MEFFGate waits and

Security List doesnAt answer
MoreSubscriptionsFollowing [21500] = Y

\

Mar ket Data R }AtthlsmomentHF
MoreSu bscriptionsFollowing [21500] = N MEFFGate starts to .
process the three p ending

\

Trading Session Status ( 3 hj ), Security I

Security List Update Report

AAA

|

It should be taken into account that any subscription to information is cancelled when the FIX session ends. If this
service is required when reconnecting to a new session, it must be requested again.

The series of messages not associated to subscriptions referred to in this section ¢ orrespond to the following
messages:

T News
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3.7 High availability

To improve the availability of access to MEFF there will be various instances of the HF MEFFGate server executing in
different computers.

All the instances of HF MEFFGate will be connected with the central systems of MEFF. Therefore, they will have all
the necessary information.

When a HF MEFFGate server fails, the client can continue working with another HF MEFFGate. The client must carry
out the necessary processes to synchronise at the appli cation level using the tags ApplID [1180] + ApplSegNum
[1181].

When a client application that has established a FIX session fails, the client application can synchronise at the
application level from another equipment following the same procedure described in the previous paragraph.

3.8 List of messages

The functionality at the session level is implemented in FIX 5.0 using five administrative messages. All these are fully
supported by the HF MEFFGate FIX protocol.

Message Description

Logon (Msg Type = A) Request or confirmation of the start of a FIX session
Logout (Msg Type = 5) Request or confirmation of the end of a FIX session
Heartbeat (Msg Type = 0) Periodic notification that the connection is alive

Test Request (Msg Type =1) Request to send a Heartbeat message to confirm that the connection is alive

Reject (Msg Type = 3) Reject a message at session level

3.9 Message flow
Start of FIX session

A request to start a FIX session (Logon message) that is accepted is replied to by the receiver with another
Logon message. The initiator must not send another message until it has received this confirmation of
acceptance.

HF MEFFGate Clien HF MEFFGate Servel

Logon

\

MsgSegNum [34] =1

Logon

A

HF MEFF Gate Clien

Start of FIX session rejected

When the start of a FIX session (Logon message) is not accepted, HF MEFFGate will reply with a Logout

Sensitivity: C1Public T
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message.

For more details on the behaviour of sequence numbers of both parties see section 0.

HF MEFFGate Clien

End of a FIX session started by the sender

Logon

HF MEFFGate Serve

..L.ogout

\

A

The client can end the FIX session by sending a Logout message at any time

HF MEFFGate Clien

End of a FIX session started by the receiver

In exceptional circumstances, the server can end the FIX session with a Logout message.

Logout

HF MEFFGate Serve

A

Logout

\

HFGate Client

1: Logout("s")

HFGate Server

|
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Sending messages with  identification fields of session (SenderComplD, SenderSublID, TargetComplD
and TargetSubID) with different values from those associated to the current FIX session

All the messages associated to a FIX session must include the same identifying values of the session
(SenderComplD, SenderSublD, TargetComplD and TargetSubID). If a message differs from the values
indicated in the Logon of the session, it is rejected with a Reject message.

HF MEFFGate Clien _

Any message with wrong ID

\

Rej ect

A

SessionRejectReason [373] = 9 (ComplD problem)

3.10 Annotations and adaptations of FIX 5.0

ﬂ The user optional field LocalMktTimestamp [21501] has been added to the Logon message to Indicates
for all tags in which a timestamp is included, the timestamp format (UTC format or local market time)

The optional fields ApplID [1180] and ApplSegNum [1181] have been added to the Logon message to
indicate that only updates from the point indicated are requested

The Text [58] and DefaultCstmApplVerID [1408] fields in the Logon message are now required

When a request to start a session (Logon message) is rejected, the receiver (MEFF) will always send a
Logout message in reply

The SenderSublID [50] and TargetSublD [57] fields in the header of messages (Standard Message Header)
are now required

The FIX method of encryption is not supported
The Resend Request and Sequence Reset messages are not supported (and rejected by HF MEFFGate)
The valid values of the ResetSegNumFlag [141] field i

The user field BusinessSessionDate [21505] has been added to the Logon message sent by HF  MEFFGate
to inform the current business session date

=A =4 == = == =
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3.11 Definition of messages

Header is present in all FIX messages.

Tag
8

Name
BeginString

Valid values
FIXT.1.1

Format
String

Descrip tio n

Indicates the start of a new
message. It is always the first field

of the message

BodyLength

Int

Length of message in bytes, from
the end of this field up to and
including the delimiter before the
Checksum field. It is always the
second field of the message

35

MsgType

All message
types supported
by MEFF

String

Identifies the type of message. It is
always the third field of the

message

49

SenderComplD

See chapter

"3.3 -
Identification of
the FIX session"

String

Identifier of the entity that sends

the message.

It contains the operating MIC of
the venue (see table 2 document

JCodi fica

tion tab

message is sent by HF MEFFGate.

It must contain the member code
in the messages sent by the client

application.

56

TargetCompID

See chapter

"3.3 -
Identification of
the FIX session"

String

Identifier of the entity that the

message is sent to.

It should contain the operating
MIC of the venue (see table 2

document

JCodi fic

when the message is sent to HF
MEFFGate, although HF MEFFGate
ignores the content of this field.

It contains the member code in the
messages sent by HF MEFFGate.

34

MsgSegNum

SegNum

Sequence number of the message
within the current FIX session

50

SenderSubID

See chapter

"3.3 -
Identification of
the FIX session"

String

The messages sent from HF
MEFFGate to the client contain the
code assigned to the contract
group with which the connection
was established (see table 1

document

JCodi fic

Messages sent to HF MEFFGate
must contain the trade r code with
which the FIX session was started
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Tag NET [ Req Valid values Format Descrip tio n

57 TargetSubID Y*  See chapter String The messages sent from HF
"3.3 - MEFFGatecontain the code of the
Identification of trader which it is to be sent to.

the FIX session"
Messages sent to HF MEFFGate
must contain the code of the
contract group with which the
connection was established (see
table 1 document
tabl esj)

52 SendingTime Y uTC Time message sent
Timestamp

Sensitivity: C1Public T



BME

BOLSAS Y MERCADOS ESPRAOLES

a SIX company

Present in all FIX messages.

Req Valid values Descrip tio n
Checksum of the message,
calculated in accordance with the
standard.

10 CheckSum Y String(3) It is always the last field of the

message and its length is exactly 3
bytes
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The Logon message is used to start a session by the client application and to accept it by the HF MEFFGate.

Tag NET Req Valid values Format Descrip tio n
Standard Header Y MsgType = A
98 EncryptMethod Y 0 = None Int Ignored by HF MEFFGate

Interval at which messages are
sent to verify the connection
(Heartbeat message) expressed in
seconds.

108 HeartBtInt Y >=1 Int

Only allows the v
141 ResetSeqNumFlag N N Boolean not required in the
implementation of the protocol

NextExpectedMsgSe

7
89 gqNum

N SegNum If informed only value 1 is allowed

Indicates whether it is a test or
production session.
The client can use it optionally to
indicate if it wants to connect to
the production or test
environment. The start of a

TestMessagelndicat Y = Test session is accepted only if this

N . Boolean . . .

or N = Production environment is valid for the HF
MEFFGate
If the client does not indicate
anythin g, this parameter is not
taken into account.
In any event HF MEFFGate always
informs this field

464

Identifier of the user assigned by
MEFF. Required when the message
is sent by the client application.

553 Username N String It is currently comprised of the
combination of the member code
and the trader code assigned by

MEFF
User Password. Required when the
554 Password N String message is sent by the client
application
1137  DefaultApplVerlD Y 9 String Value 9 refers to FIX50SP2
DefaultCstmApplVe r Exact identification of the version
1408 ID Y* M5.15 String of the protocol used and expected

by the client application

The client must include a
descriptive string of the software
name used by the FIX connection.

58 Text Y* Stri L
ex ing This will be one that has passed
the corresponding conformance
test
f180 AppliD N String If provided, only updates from the

point indicated will be sent.

Sensitivity: C1Public T
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Tag

Name

Req

Valid values

Format

Descrip tio n

This value, used in conjunction
with ApplSegNum [1181], should
match in the same field in any of
the messages provided b y the HF
MEFFGate such as: Market Data
Snapshot Full Refresh, Security
List, Security List Update Report ,
Security Status,

1181

ApplSegqNum

SegNum

Required if ApplID [1180] is
specified.

This value, used in conjunction
with ApplID [1180], should match
the same field in any of the
messages provided by the HF
MEFFGate such as: Market Data
Snapshot Full Refresh, Security
List, Security List Update Report ,
Security Status,

2150
1*

LocalMkt Timestamp

N

Y,
N (default)

String

Indicates, for all tags in which a
timestamp is included, the
timestamp format:

Y 7 HF MEFFGate will send the local
market time (all messages up to
microseconds)

N z HF MEFFGate will send the the
time in UTC format according to
the FIX standard (all messages up
to microseconds)

For more information see 4.5

2150
5*

BusinessSessionDat
e

LocalMktDat
e

Current business session date.

This tag is only informed in the
Logon response message sent by
HF MEFFGate. The client
application should not send this tag
in the Logon message sent to HF
MEFFGate.

Standard Trailer
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The Logout message is used by both parties to request the end of a communication session and to accept said

request.
Tag NET Req Valid values Format Descrip tio n
Standard Header Y MsgType =5
58 Text N String Explanatory text
Standard Trailer Y
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The Heartbeat message is used by both parties to indicate that the connection is active.

Tag Name Req Valid values Format Description
Standard Header Y MsgType =0

If the message is the reply to a Test
Request message, it must contain
. the same value as the original
112 TestReqID N Strin .
g "9 TestReqID field.
Otherwise, this field should be
omitted.

Standard Trailer Y
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The Test Request message is used by both parties to request that a Heartbeat message be sent.

Tag NET Req Valid values Format Descrip tio n
Standard Header Y MsgType = 1
Identifier of the request. It must be
112 TestReqID Y String included in the Heartbeat message
reply
Standard Trailer Y
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The Reject message is used by HF MEFFGateto reject a message that does not comply with the FIX protocol specified
by MEFF.

Tag Name Req Valid values Format Description
Standard Header Y MsgType = 3

Sequence number of the rejected

45 RefSegNum Y SegNum
message

0 = Invalid tag
number

1 = Required
tag missing

2 =Tag not
defined for this
message type

3 = Undefined
Tag

4 =Tag
specified
without a value
5 =Value is
incorrect (out of
range) for this
tag

6 = Incorrect
data format for
value

9 = ComplID Code indicating the rejection
problem Int motive

11 = Invalid

MsgType

13 =Tag

appears more

than once

14 =Tag

specified out of

required order

SessionRejectReaso
n

373

15 = Repeating
group fields out
of order

16 = Incorrect
NumInGroup
count for
repeating group
17 = Non "data"
value includes
field delimiter
(SOH character)

99 = Other
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Tag Name Req Valid values Format Description
Contains a more detailed
58 Text N String explanation of the reason for the
rejection
Standard Trailer Y

Sensitivity: C1Public



BME

BOLSAS Y MERCADOS ESPRAOLES

a SIX company

4 General conventions in application messages

4.1 Instrument block

In some requests, the FIX client may specify selection criteria for the securities. In these cases, it will only receive
information on the securities that meet these criteria. The possible selection criteria correspond to the fields of th e
Instrument block.

The table below indicates which fields are accepted by MEFF and the type of request that can be made.

Field Meaning

SecurityType [167] Product type

SecurityID [48] MEFF Underlying asset

MaturityMonthYear [200] Contract expiration

The use of these fields is explained in detail in the following sub  -sections.

This code identifies the product type (see table 6i n document 3 Co d i ®nilyenassages sentpBH e s | )
MEFFGate. Not allowed in messages sent by FIX client.

This code identifies the underlying asset of a contract (seetable 7i n document 3Codi fication Ta

For contracts with standard maturities , indicates the month and year when the contract expires. In this case, the
format for this field is YYYYMM (e.g. 201312)

For contracts with non -standard maturities, indicates the date when the contract expires. In this case, the format for
this field is Y YYYMMDD (e.g. 20131219)

For contracts with week standard maturities, the format for this field is YYYYMMwW (e.g. 201312w?2).

When various selection criteria are combined, only those securities that meet all the requirements are selected.
When a selection criteria is not specified it is understood that this criteria is to be ignored and no security will be
discarded for this reason.

Sensitivity: C1Public T
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The following table shows some examples:

SecurityType SecuritylD MaturityMonthY  ear .
M
[167] [48] [200] eaning
F FIE (omitted) All futures on IBEX index
F BBVA (omitted) All the BBVA futures contracts with

physical delivery

All the contracts with IBEX index as

(omitted) FIE 201203 underlying, with March 2012
expiration
(0] (omitted) 201206 All options with June 2012 expiration

All time -spread contracts where

R TEF (omitted) Telefonica stocks is underlying of at
least one leg

(omitted) (omitted) (omitted) All contracts

X (any) (any) Wrong selection criteria

4.2 Limitation on the maximum permitted number of subscriptions

Only one subscription per subscription type during the session is allowed, except for Market Data where up to 5
subscriptions are supported.

If, once reached that limit, the client application tries to establish new subscriptions, they will be rejected with an
erro r message indicating that the maximum permitted number of subscriptions has been reached.

4.3 Reception of public information from a particular point in the session

It is possible to receive only the updates from a particular point in the business session indi cated by the client
application. For this purpose tags ApplID [1180] and ApplSegNum [1181] are used in the Logon message. If this field

is not specified then the classical behaviour is assumed (snapshot of the current situation and updates from this

time f or Market Data Snapshot Full Refresh and updates from the beginning of the business session for Trading
Session Status, Security List and Security Status).

Value 0 in ApplSegNum [1181] means updates from the beginning of the business session.
4.4 Fields not informed on receipt of information

If no information is received from HF MEFFGate for an specific field, then it should be considered that this has not
changed since last update.

This applies, for example, to Market Data Snapshot Full Refresh  and Security Status messages.

To see it better, | etAs consider two exampl es:
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Example 1 : Market Data request.

T[ Initial market. This is the bid -offer situation for an specific contract:
Bid Offer
10 @ 9015
2 @ 9014
6 @ 9012

The following Market Data Snapshot Full Refresh message is sent:

v

NoMDEntries [268] = 3

MDEntryType [269] = 0 (Bid)
MDEntryPx [270] = 9014

MDEntrySize [271] = 2, Y
MDEntryType [269] = 0 (Bid)

MDEntryPx [270] = 9012

MDEntrySize [271] = 6, Y
MDEntryType [2 69] = 1 (Offer)

MDEntryPx [270] = 9015

MDEntrySize [271] = 10, ¥

¥

T[ A new change on the bid side (price 9012 is deleted):
Bid Offer

10 @ 9015

2 @ 9014

HF MEFFGate communicates this update without necessarily informing

v
NoMDEntries [268] = 1
MDEntryType [269] = 0 (Bid)

MDEntryPx [270] = 9014

MDEntrySize [271] = 2, ¥
¥

T[ Another new change on the bid side (last price 9014 is deleted):
Bid Offer

- 10 @ 9015

the offer side:
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HF MEFFGate communicates this update without necessarily informing  the offer side:

¥
NoMDEntries [268] = 1

MDEntryType [269] = 0 (Bid)

MDEntryPx [270] =¥
MDEntrySize [271] = 0, ¥
¥
Example 2 : Security Status request.
ﬂ Let As assume a contract, ready t o t rhiaée Seowrity $tatua n s p e c
message sent:
v

SecurityTradingStatus [326] = 17 (Ready to trade)
HighPx [332] = 9075
LowPx [333] = 8975

v

T[ The security status changes to auction:
HF MEFFGate communicates this update without necessarily informing the price range (HighPx, LowPx):

v
SecurityTradingStatus [326] = 21 (Pre -Open)
v

4.5 Timestamp format

The system permits the user to define, for all tags in which a timestamp is included, whether the format is UTC
(according to the FIX standard), or the local market time.

For this functionality the user defined tag  LocalMktTimestamp [21501] is used in the Logon message.

When this tag is used, with LocalMktTimestamp [21501] = "Y", HF MEFFGate will send the local market time (all
messages up to microseconds) .

If thistagisnotused (or Local Mkt Ti mest amp Hf MEFBQate Will send ¢hdl fime in UTC format (all
messages up to microseconds) .

4.6 SeqNum data types

According to the FIX standar d, the SegNum data type is an int field and value must be positive. The client application
must be ready to receive values greater than 231
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47 X-Ref MMT-FIX
Level 1 - Market Mechanism

MARKET MODEL TIPOLOGY

FIX (Market Data Snapshot Full Refresh message )

Full Name Code (Efficient Mode) MdOriginType [1024]
Central Limit Order Book 1 0

Quote Driven Market 2 3

Dark Order Book 3 4

Off Book (including Voice or 4 1

Messaging Trading)

Periodic Auction 5 5

Request for quotes 6 6

Level 2 - Trading Mode

MARKET MODEL TIPOLOGY

Full Name
Undefined Auction

Code (Efficient Mode)
1

FIX (Trading Session Status message)

TradingSessionSubld [625]

Scheduled Opening
Auction

Scheduled Closing Auction

Scheduled Intraday Auction

Unscheduled Auction

Continuous Trading

At Market Close Trading

Out of Main Session
Trading

s w(v(c|— x| O

Trade Reporting (On
Exchange)

[é)]

201

Trade Reporting (On
Exchange)

203

Trade Reporting (On
Exchange)

204

Level 3.1 - Transaction category

MARKET MODEL TIPOLOGY

Full Name
Package Trade (excluding

Code (Efficient Mode)

FIX (Market Data Snapshot Full Refresh message)

EventText [868] con EventType [865] = 211

Exchange for Physicals) 4 z
"TPAC"

Exchange for Physicals v v
Trade "XFPH"
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Level 3.5 - Benchmark or Reference Price Indicator

FIX (Market Data Snapshot Full Refresh message)

TradeCondition

TrdRegPublicationType

TrdRegPublicationReason

MARKET MODEL TIPOLOGY
Code
Full Name (Efficient
Mode)
Benchmark
Trade B
"BENC"

[277]

[2669] [2670]

Level 3.8 - Ordinary/Standard Trades or Trades Outside Price Formation / Discovery Process

MARKET MODEL TIPOLOGY

Full Name

Code (Efficient

FIX (Market Data Snapshot Full Refresh message)

TradePriceCondition [1839]

Mode)

Plain-Vanilla Trade P -
Non-Price Forming Trade
(formerly defined as a T 15

Technical Trade) "NPFT"

Level 3.9 - Algorithmic Indicator

MARKET MODEL TIPOLOGY

Full Name

Algorithmic trade "ALGO"

Code (Efficient
Mode)
H

FIX (Market Data Snapshot Full ~ Refresh message)

AlgorithmicTradelndicator [2667]

1

No Algorithmic trade

Level 4.1 - Publication Mode / Post

MARKET MODEL TIPOLOGY

TradePublishindicator

[1390]

-Trade Deferral Reason

FIX (Market Data Snapshot Full Refresh message)

TrdRegPublicationType
[2669] [2670]

TrdRegPublicationReason

Code
Full Name (Efficient
Mode)
Immediate i 1
Publication
Non -
Immediate 1 2
Publication
Non- 2 2
Immediate
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Code
Full Name (Efficient
Mode)

TradePublishindicator TrdRegPublicationType TrdRegPublicationReason

[1390] [2669] [2670]

Publication:
Deferral for
"Large in
Scale"
"LRGS"

Non -
Immediate
Publication:
Deferral for
"Illiquid
Instrument”
(RTS 2 only)
"ILQD"

Non-
Immediate
Publication:
Deferral for
"Size
Specific"
(RTS 2 only)
"SIZE"

Level 4.2 - Post-Trade deferral or Enrichment
MARKET MODEL TIPOLOGY FIX (Market Data Snapshot Full Refresh message)

Code (Efficient

Full Name
. Mode)

RegulatoryReportType [1934]

Limited details trade
"LMTF"

Daily aggregated trade
"DATF"

Volume omission trade
"VOLO"

Four weeks aggregation
trade "FWAF"

Indefinite aggregation
trade "IDAF"

Volume omission trade.
Eligible for subsequent
enrichment in
aggregated form "VOLW"
Full details of previous
LMTF "FULF"

Full details of previous
DATF "FULA"

Sensitivity: C1Public T



BME

BOLSAS Y MERCADOS ESPRAOLES

a SIX company

Full details of previous

VOLO "FULV" 19
Full details of previous 20
FWAF "FULJ"

Full details of previous 21
VOLW "COAJ"

Sensitivity: C1Public
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5 Common Application Messages

5.1 Introduction

This chapter presents some common messages at the application level that cover three functions: the control of the
communication status, the individual user password change and the rejection of messages by HF MEFFGate.

5.2 Network communication status

HF MEFFGate includes a mechanism to inform the client application of the status of communication between HF
MEFFGate itself and the central system. This functionality is achieved using the FIX Network Status messages.

HF MEFFGate will always send Network Counter party System Response messages reporting on  status of connection
between HF MEFFGate and the central systems (whether or not the client subscribed to it).

The information supplied with these messages only refers to the connection between the equipment and should not
be confused with the status of the trading session, which is covered in 6.2.

5.3 Password change

This functionality allows to change the individual user password used in the connection between the client
application and HF MEFFGate.

The new passwor d is valid for all the next future sessions between the client application and HF MEFFGate.
5.4 Rejection of application messages

When HF MEFFGatereceives a supported message with correct syntax in an unsupported situation, but there is no
specific rejection message, the Business Message Reject is used. In particular, this is used to reject the Network
Counterparty System Status Request message.

5.5 List of messages

Me ssage Descrip tion

Network Counterparty System
Status Request (Msg Type = Request of connection status between HF MEFFGate and the central systems
BC)

Network Counterparty System
Status Response (Msg Type = Report on status of connection between HF MEFFGate and the central systems
BD)

User Request (Msg Type =

BE) Individual user password change request

User Response (Msg Type = Reply to a User Request message

BF)
Business Message Reject Rejection of message at application level (used when there is no specific
(MsgType =) message)
Sensitivity: C1Public T
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5.6 Message flow

Subscription to connection status

HF MEFFGate Clien HF MEFFGate Serve

Net wor k CounterParty Systel

NetworkRequestType [935] = 2 (Subscribe)

Network Count er Party System St ¢

AAA

Report on connection status without any subscription

HF MEFFGate Clien HF MEFFGate Serve

Net wor k CounterParty System

-———————
«————

Individual password change

HF MEFFGate Clien HF MEFFGate Serve

User Reque

\

User Respor

A

5.7 Annotations and adaptations of FIX 5.0

In the User Request message, the Password [554] and NewPassword [925] fields are now required
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5.8 Definition of messages

Message sent by the client application to request information on the status of the connection between HF MEFFGate
and the MEFF central systems.

Tag Name Req Valid values Format Description
Standard Header Y MsgType = BC

935 zetworkReq”eStTyp Y  2=Subscribe Int

933 NetworkRequestID Y String(10) Message identifier
Standard Trailer Y

Sensitivity: C1Public T



BME

BOLSAS Y MERCADOS ESPRAOLES

a SIX company

Message sent by HF MEFFGate as reply to a Network Counterparty System Status Request Message.

It has information about the connectivity between HF MEFFGate and the MEFF central systems.

Tag NET Req Valid values Format Description
Standard Header Y MsgType = BD
037 NetworkStatusRespo v 1 =Full Int
nseType
Message identifier
. Network Counterparty System
933 NetworkRequestiD N String Status Request to which it is being
responded
932 NetworkResponselD Y String Unigue message identifier
936 NoComplDs Y 1 NumInGroup
Contains the same value as the
SenderComplD field in the header
'96’30 RefComplID Y String (see 3.3)
This field is always included in the
message
Contains the same value as the
See SenderSublD field in the header
3’31 RefSubID N Identification of String (see 3.3)
the FIX session This field is always included in the
message
1 = Connected
2 = Not
connected i
A Sgwn expected Co_nngctiqn status _
928 StatusValue Y 3 = Not Int This field is always included in the
; message
connected |
down expected
down
4 = In Process
'9L\29 StatusText N String Additional information

Standard Trailer
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Message sent by the client to modify the password used in their connection to the HF MEFFGate

Tag Name Req Valid values Format Description
Standard Header Y MsgType = BE
923 UserRequestiD v String (10) Unique identifier for each User
Request message
3==Change
924 UserRequestType Y Password-For Int
User
Identifier of the user assigned by
553 Username v String MEFF. It ?s cgrrently comprised of
the combination of the member
code and the user code
554 Password Y* String (10) Old Password
925 NewPassword Y* String (10) New Password-
Standard Trailer Y
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Message sent by HF MEFFGate to notify the status of the request initiated with the User Request message.

This message is only sent to the user who made the request.

Tag NET Req Valid values Format Description
Standard Header Y MsgType = BF
. Identifi i by the client i
923 UserRequestID Y String dentifier assigned by the client in
the User Request message
553 Username Y String User identifier
Status of the User Request
message
5—=Rassword
2 rStatus N Int . .
926 UserStatu Changed If rejected (value 6) , there is an
6="0ther L
explanation in the UserStatusText
field
. Wh =6 there i
927 UserStatusText N String en U§erStatus §t gre san
explanation of the rejection
Standard Trailer Y
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Message sent by HF MEFFGatewhen it receives a supported message that is syntactically correct in an unsupported
situation, and there is no specific rejection message. It is especially used to reject a Network Counterparty System
Status Request message.

Tag Name Req Valid values Format Description
Standard Header Y MsgType =

When present, indicates
MsgSeqNum of the rejected

45 RefSegNum N SegNum message.
If value zero, the content of this
field should not be considered.
372 RefMsgType Y . String MsgType of the rejected message
. . . Optional Identifier of the rejected
379 BusinessRejectReflD N String
message
0 = Other
. . 3=
B R R I
380 O:S|ness electReas Y Unsupported Int Reason for rejection
Message Type
58 Text N String Explanation of rejection
Standard Trailer Y
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6 Market Information

6.1 Introduction

Market information groups together various functionalities related to public market information, which are classified
into three groups:

ﬂ Session status. Status of trading session
ﬂ Security information . Definition and status of securities selected
ﬂ Prices . Prices in selected securities

Each of these groups is covered in a separate section of this chapter. Section 6.5 provides details of the format of
the corresponding messages.

Sensitivity: C1Public —
HF MEFFGate FIX M5.15 42
23/11/2022



BOLSAS ¥ MERCA

BME

005 EsPAROLES

a SIX company

6.2 Market information: Session status

This functionality allows the client to obtain the status for the contract group associated to the current FIX
session and to be notified of the changes of status that occur.

Me ssage Descrip tion

Trading Session Status
Request (Msg Type = g)

Sent by the client to request the session status

Trading Session Status (Msg Sent by the server to return information on the session status or to notify
Type = h) that the request has been rejected

Trading Session status request

This request is initi ally answered, for every trading mode within the corresponding contract group that meets
the selection criteria, with one or more Trading Session Status messages indicating the different situations up
to this moment.

From this point on, a new Trading Session Status message is received, when there is a change in status, with
the corresponding information. These | ater messages
HF MEFFGate Clien HF MEFFGate Server

Trading Session St

| -
|

SubscriptionRequestType [263] = 1 (Subscribe
P g ype [263] ( ) Start of day Trading Session

Trading Sessio Status information

Unsolicited Indicator [325] = N, TradingSessionID [336] = xx

A

A

Unsolicited Indicator [325] = N,TradingSessi onlID [336] = yy

session

V
Trading Sessio . . o
» Trading Session Status variations
-t Unsolicited Indicator [325] = N up to now during the current
l——————————————— .
: H session
] )
] )
] )
1 !
le Trading Sessio '
L . . | Subsequent Trading Session Status
1 Unsolicited Indicator [325] = Y ! . .
- : variations during the current
| i
1 !
1 !
' }
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Failed Trading Session status request

A failed Trading Session Status request is answered by a Trading Session Status message with the field
TradeSesStatus = 6.

HF MEFFGate Clien HF MEFFGate Serve

Trading Session St

\

Trading Sessio

A

TradeSesStatus [340] = 6 (Request Rejected)

ﬂ The tag TransactTime [60] has been added to message Trading Session Status

ﬂ The optional field MoreSubscriptionsFollowing [21500] has been added to the Trading Session Status
Request message to group market information subscription requests
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6.3 Market information: Securities

This functionality allows security information to be obtained. The information is organised in two groups:

T[ Security definitions . Static information of the definition of the securities as a snapshot (Security List)
and the updates during the session (Secur ity List Update Report).

T[ Security status . Dynamic information that shows the status of the securities (Security Status)

The request for the definition of securities follows the criteria specified in the section Instrument block on this
document.

The information on the security definitions is received in the Security List and Security List Update Report messages.
Keep in mind that, a ccording to the FIX standard, the Security List Update Report message is automatically sent (as
a result of the subscription via Security List Request or Security Status Request) each time there is an update, during

the session, to the security definition. As a result, the client application should be ready to receive this kind of
message.

For instance, itAs possible to receive a Security List Upd:

These messages gives one security at a time. The To tNoRelatedSym field gives the total number of securities that
meet the selection criteria and the NoRelatedSym field (always 1) gives the number of securities contained in that
particular message.

The information of the securi ty status is received in the Security Status message. Each Security Status message
contains information for one security. The reply to a Security Status Request message may consist of several Security
Status messages. In this case, there is no mechanism to know when all the information has been received. If
necessary, the FIX client will have to first request the list of securities using the Security List Request message to work
out how many securities meet certain criteria.

If no information is received fo r a specific field then it should be considered that this has not changed since the last
update (see chapter 4.4 for more detail).

A new Security Status message is received when there is a change in the security status with the new information.

A new Security List Update Report message is received when there is a change in the security definition with the new
information.
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Me ssage Descrip tion
Security List Request (Msg Sent by the client to request the definition of securities. It also allows
Type =X) information on the status of the securities to be requested

Sent by the server to provide the security definitions as a snapshot. It is also

Security List (Msg Type =) used to inform about the rejection of requests for this information

Security List Update Report Sent by the server to provide the security definitions as an update during
(Msg Type = BK) the session.

Security Status Request

Sent by the client to request the status of securities
(MsgType =€) Y q

Sent by the server to inform about the status of securities. It is also used to
Security Status (MsgType =f)  inform about the rejection of requests for  this information, or to inform that
there is no security meeting the selection criteria

Sensitivity: C1Public
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Request security definitions and security status

This request is initially answered, for each security that meets the selection criteria, with one or more Security
List + Security Status messages indicating the different situations of the security up to this moment.

From this point on, a new Security Li st Update Report or Security Status message is received when there is a
change in status for any of the set of the securities with the corresponding information. These later messages
wi || have 3Yj in the UnsolicitedUndicator field.

HF MEFF GateClient HF MEFFGate Server

Security List

\j

SubscriptionRequestType [263] = 1 (Subscribe)

Security

f TotalNoRelatedSym [393] = 350
NoRelatedSym [146] = 1
One message for every
‘Secur/ty Security S Start of Qay securities
-t information
> Unsolicited Indicator [325] =N

One message for every

Securty Security S

i Unsolicited Indicator [325] = N

One message for every

status change s - Li ¢ Uod Security variations up to now
- ecurtty 'S pda during the current session
I

| |

Lt

1

1

: One message for every

: Security change

1

.

< Unsolicited Indicator [325] = Y

=

One message for every

status change
Subsequent security variations

during the current session

Security List Upda

1T;

One message for every
Security change

Sensitivity: C1Public T
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Request security status

This request is initially answered, for each security that meets the selection criteria, with one or more Security
Status messages indicating the different situations of the security up to this moment.

From this point on, a new Security List Update Report

or Security Status message is received when there is a

change in status for any of the set of the securities with the corresponding information.

HF MEFF Gate Client

Security Statuc

HF MEFFGate Server

SubscriptionRequestType [263] =1 (Subscribe)

Security S

\j

A AA

One message for every
Security

Unsolicited Indicator [325] = N

Security S

Start of day securities
information

A

|

A

One message for every

1
status change

Security

Y

Unsolicited Indicator [325] = N

List

Upda Security variations up to now

17

Y

y

ne message for every
ecurity change

Q

Ao,

”I

One message for every
status change

Security

Unsolicited Indicator [325] = Y

List

during the current session

Subsequent security variations

during the current session
Upda

“-kr

: One message for every
V Security change

e e e

Sensitivity: C1Public











































































































































































